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Large language models (LLMs) and LLM-based Agents have been applied to fix bugs automatically, demon-
strating the capability in addressing software defects by engaging in development environment interaction,
iterative validation and code modification. However, systematic analysis of these agent and non-agent systems
remain limited, particularly regarding performance variations among top-performing ones. In this paper, we
examine seven proprietary and open-source systems on the SWE-bench Lite benchmark for automated bug
fixing. We first assess each system’s overall performance, noting instances solvable by all or none of these
sytems, and explore why some instances are uniquely solved by specific system types. We also compare fault
localization accuracy at file and line levels and evaluate bug reproduction capabilities, identifying instances
solvable only through dynamic reproduction. Through analysis, we concluded that further optimization is
needed in both the LLM itself and the design of Agentic flow to improve the effectiveness of the Agent in bug
fixing.
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1 Introduction

Large Language Models (LLMs) [60] are advanced machine learning models trained on vast amounts
of textual data, capable of understanding and generating human-like text. LLM-based Agents [48] are
systems that utilize large language models to interact with the environment and accomplish specific
tasks. Recently, LLM-based Agents have demonstrated significant influence in automated bug fixing
in code repositories [14, 52, 59]. Thanks to the powerful natural language processing capabilities of
LLMs, these Agents can efficiently understand and analyze source code and its associated natural
language descriptions, such as user-submitted issue descriptions and code comments. Additionally,
through dynamic interaction with local environments (e.g., via terminal), LLM-based Agents can
retrieve useful information from the code repository, perform code editing and execution, and
iterate and validate repair results, thereby improving the accuracy and efficiency of bug fixes. This
combination of LLM and environmental feedback has made automated bug fixing more efficient
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and feasible than ever before, providing revolutionary new tools for software maintenance and
development.

Researchers from both the industry [1, 2, 26, 28] and academia [39, 59] have developed LLM-based
Agent systems to locate and fix bugs in code repositories. To evaluate the fault localization and
repair capabilities of LLMs and various Agent systems, Jimenez et.al [13] proposed the evaluation
datasets SWE-bench, with derived versions SWE-bench Lite (a subset of the full benchmark), and
SWE-bench Verified (human annotated subset of SWE-bench published recently). These datasets
contain real bugs from code repositories and can verify the correctness of the patches generated by
Agents through unit tests. Recently, these datasets have become the most influential benchmarks in
the field of automated bug fixing, attracting both academic and industrial participants to compete
on the SWE-bench Lite leaderboard !, with new submissions typically every one or a half week.

However, no work has systematically analyzed the fault localization and repair capabilities
of LLM-based Agents or the performance differences among various tools within these Agent
systems. Regarding the SWE-bench Lite dataset itself, due to the quality of issue descriptions and
the complexity of the logical dependencies related to the defects, some instances in the benchmark
are easier for Agents to fix, while others are more difficult [49]. As for the design of the systems,
different designs exhibit different planning, reasoning, and problem solving capabilities, i.e. some
systems adopting static approaches [2] and others adopting dynamic approaches [59]. We have
also observed significant differences in the sets of cases that each system can solve. Therefore,
analyzing the solving capabilities of LLM-based Agents on specific instances can not only help
us better understand the current performance of Agents but also provide comparative insights to
inspire future research directions.

We collected the four most outstanding commercial systems (i.e. MarsCode Agent [26], Honey-
comb [1], Gru [2], Alibaba Lingma Agent [28]) and the three most excellent open-source systems
(i.e. AutoCodeRover [59], Agentless + RepoGraph [35], Agentless [49]) with top performances on
the SWE-bench Lite Leaderboard and conducted a comprehensive analysis of the performance
differences of each system. First, we evaluated the overall performance of LLM-based Agents in
bug fixing, including statistics on the instances that all seven systems can solve and those that none
can solve, and analyzed the reasons behind these results. We also explored why some instances
can only be solved by Agent systems while others can only be solved by non-Agent systems. Next,
we investigated the performance differences in fault localization among different systems and
their causes, compiling file-level and line-level localization accuracy rates. Finally, we analyzed the
impact of bug reproduction on bug fixing, and the common characteristics of instances that can
only be solved through dynamic reproduction.

Through data analysis, we have summarized several insights.To improve bug fixing, it is essential
to enhance the model’s reasoning ability, enabling it to accurately identify bug-related information
within an issue and reduce noise interference. For multiple potential repair locations, the model
should leverage its reasoning capabilities to determine the most relevant location. From the Agentic
flow perspective, there should be a strong focus on the quality of the issue and attention to multi-
ple suspicious locations in the stack trace. The design should include mechanisms to verify the
completeness of patches and consider their global impact. Mechanisms should also be implemented
to mitigate the randomness of the model’s output or effectively utilize its diversity. In error localiza-
tion, achieving line-level accuracy is more critical than file-level, due to the larger discovery space,
necessitating finer-grained results. During the reproduction process, ensuring the correctness of
reproductions is crucial, as incorrect reproductions can result in the failure of the entire solving
process.

https://www.swebench.com/
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Novelty and Contribution To the best of knowledge, this is the first work to:

(1) Study the effectiveness of LLM-based Agents in automatic bug fixing for code repositories
(2) Examine the effectiveness of different LLM-based Agents in Fault Localization and analyze
the reasons for their differences
(3) Investigate the impact of bug reproduction on bug fixing of LLM-based Agents
(4) Summarize the current issues and future research directions for LLM-based Agents in bug
fixing
Paper Organization The remainder of this paper is organized as follows: Section 2 explains
the background. Section 3 describes the study design. Section 4 presents the analysis results and
findings. Section 5 discusses the analysis results and findings. Section 6 reports the threats to
validity. Section 7 discusses related work, and Section 8 concludes the paper.

2 Background

In this section, we first introduce SWE-bench Lite and then we introduce the leading LLM-based
bug fixing systems.

2.1 SWE-bench Lite

SWE-Bench [13] is a comprehensive benchmark designed to evaluate LLMs on complex real-world
software engineering tasks sourced from GitHub issues and corresponding pull requests across 12
popular Python repositories. This benchmark addresses the limitations of existing coding bench-
marks such as HumanEval [6] by presenting tasks that require models to understand and coordinate
changes across large codebases involving multiple functions and files. The benchmark includes
2,294 task instances and emphasizes the need for models to interact with execution environments
and handle long contexts, showcasing the challenges that real-world software engineering problems
pose to current LLMs. Their evaluations reveal that even the best-performing models at the time of
publication, such as Claude 2, achieve a success rate of only 1.96%, highlighting significant room
for improvement.

As the computational demands and high difficulty of SWE-bench which comprises 2,294 issue-
commit pairs across 12 Python repositories, the authors of SWE-bench introduces SWE-bench
Lite 2, which includes 300 more manageable and self-contained instances focused on functional
bug fixes, covering 11 of the original 12 repositories. It retains the diversity of SWE-bench but is
easier to evaluate. The selection criteria is shown below:

(1) Removed instances with images, external links, commit SHAs, or references.

2) Excluded problem statements under 40 words.

3) Excluded instances editing more than one file or with more than three edit hunks.
4) Excluded instances creating/removing files or with error message checks.

5) Sampled final 300 test and 23 development instances from remaining ones.

(
(
(
(

2.2 Leading LLM-based Bug Fixing Systems

LLM-based Bug Fixing Systems are systems built on Large Language Models (LLMs) that can
automatically edit code repositories to fix bugs based on issue reports. Bug fixing is a highly
resource-intensive task in software development, requiring developers to reproduce the bugs
reported in issue reports, precisely locate defective code snippets within large code repositories,
understand the cause of errors, and implement fixes. Automating bug fixing has long attracted
widespread attention in both academia and industry. Given the strong logical reasoning and coding
capabilities demonstrated by LLMs, numerous works have explored the development of automated

Zhttps://www.swebench.com/lite.html
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bug fixing tools based on LLMs. In this paper, we study seven leading LLM-based Bug Fixing Systems
(four commercial systems [1, 2, 26, 28] and three open source systems [35, 49, 59]), comparing their
differences in system design and performance in automated bug fixing, analyzing the shortcomings
and limitations of existing systems, and providing direction for future work in building adaptive,
high-reliability automated bug fixing systems.

Table 1 shows the leading LLM-based bug fixing systems on SWE-bench Lite. We classified the
fault localization techniques adopted by different systems from three perspectives: (1) the utilization
of LLMs, (2) the utilization of CodeGraph, and (3) the utilization of software analysis techniques.
We also compared whether different systems use reproduction for patch validation and analyzed
the patch generation format. Blow this section, we will introduce these systems from a technical
perspective:

MarsCode Agent [26],developed by ByteDance, is a bug fixing system that combines code
knowledge graphs, software analysis techniques, and LLMs. It uses a Reproducer Agent to automat-
ically reproduce the bugs described in the issue reports. The system constructs a code knowledge
graph for the code repository and utilizes graph reasoning, software analysis techniques, and
the reasoning capabilities of LLMs to achieve fine-grained defect localization. Marscode Agent
generates candidate patches using LLMs and selects the final patch from these candidates based
on the reproduction scripts. It has demonstrated outstanding performance in bug fixing tasks,
achieving the highest issue resolution rate on the SWE-bench Lite leaderboard.

Honeycomb [1], an agent-based bug fixing system developed by Honeycomb. It provides tools
for file viewing and editing to the LLM, enabling it to attempt to construct reproduction scripts
for all issues. The system calls these tools for defect localization and generates patches in the
format of (Linep, Line,, Replace). The tool design in Honeycomb is relatively simple, streamlining
the decision-making process for LLM tool usage, but it may result in the system being unable to
obtain more accurate localization information. Honeycomb successfully resolved 38.33% of the
issues in the SWE-bench Lite dataset.

Gru (2], a workflow-based bug fixing system developed by Gru. It first uses an LLM to select files
related to the issue, then the LLM makes decisions on which files to change and how to change them.
It generates patches in the format of (Liney, Line,, Replace), and after the LLM reviews the patches,
they are applied to the repository. Gru does not include a reproduction module and successfully
resolved 35.67% of the issues in the SWE-bench Lite dataset.

Alibaba Lingma Agent [28], a bug fixing system developed by Alibaba that combines code
knowledge graphs with LLMs. It constructs a code knowledge graph for the code repository and
utilizes LLMs to perform Monte Carlo Tree Search based on issue information to locate code
snippets related to the issue throughout the entire repository. This approach effectively alleviates
the issue of short context supported by LLMs but places high demands on the reasoning capabilities
of the LLMs. It generates patches in Search/Replace format and, for some issues, also validates
patches using reproduction scripts. Alibaba Lingma Agent successfully resolved 33.00% of the issues
in the SWE-bench Lite dataset.

AutoCodeRover [59], a bug fixing system that combines LLMs with software analysis techniques.
It uses Spectrum-based Fault Localization (SBFL) for defect localization, providing functions poten-
tially related to the issue to the LLM, which then generates patches for bug fixing. AutoCodeRover’s
localization process offers greater interpretability; however, it requires executing failed unit tests,
and its localization effectiveness depends on the quality of the test cases. In practical development, it
may struggle to locate defects accurately if tests are missing. AutoCodeRover successfully resolved
30.67% of the issues in the SWE-bench Lite dataset.

Agentless [49], a two-stage, workflow-based bug fixing system. It directly uses an LLM to
sequentially perform file, function, and line localization. First, it lists the repository’s file structure,
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Table 1. Leading LLM-based Bug Fixing Systems on SWE-bench Lite.

System Name Type %Resolved Using LLMs ]é:l:il:é::;ll:za;t)flt‘ware Analysis Reproduction Patch Generation Format

MarsCode Agent 39.33 v v v v Search/Replace

Honeycomb . 38.33 v X X v Liney, Line,, Replace

G);u Commercial 35.67 Vv X X X ELine;,, Line,, Reglace;
Alibaba Lingma Agent 33.00 v v X v Search/Replace
AutoCodeRover 30.67 v X v v Search/Replace
Agentless + RepoGraph | Open Source 29.67 v v X X Search/Replace
Agentless 27.33 v X X X Search/Replace

allowing the LLM to select the files most relevant to the issue based on the project’s structure. Then,
it lists the file framework (including class names, function declarations, etc.) and uses the LLM
to identify the functions most relevant to the issue. The model then locates the specific lines that
need modification based on the function content. Once the required lines are identified, Agentless
provides the context of these lines as input to the model, which generates multiple candidate
patches in Search/Replace format. The final patch is selected using a majority voting strategy.
Agentless achieves automated bug fixing using a straightforward workflow approach; however, due
to the lack of an autonomous decision-making process and missing information in the localization
phase, its localization performance is limited. Agentless successfully resolved 27.33% of the issues
in the SWE-bench Lite dataset.

Agentless + RepoGraph [35], a bug fixing system that combines code knowledge graphs with
the Agentless approach. It constructs a code knowledge graph for the code repository and provides
a graph-based retrieval interface for the LLM, using GRAG [11] to retrieve classes/functions related
to the issue from the graph. Then, Agentless generates patches based on the localized code snippets,
addressing the information loss issue in Agentless’s localization phase. However, it performs poorly
on issues that are brief and lack code identifiers, resulting in a gap compared to commercial agent
systems. RepoGraph + Agentless successfully resolved 29.67% of the issues in the SWE-bench Lite
dataset.

As shown in Table 1, Marscode Agent, which combines three localization strategies and utilizes
reproduction for patch validation, achieved the state-of-the-art bug fixing performance. In this
paper, we will analyze the localization accuracy of different localization strategies and the impact of
reproduction on the final patch generation accuracy, providing guidance for building more reliable
bug fixing systems in future work.

3 Study Design

In this section, we first introduce the research questions and then introduce the data collection.

3.1 Research Questions

ROQ1. Effectiveness of Systems: How does the LLM-based Agent currently perform in
automatic bug fixing in code repositories?

Motivation: In the SWE-bench Lite leaderboard, the solution rates of various systems vary signifi-
cantly, and there are substantial differences in the instances that each system can and cannot solve.
This discrepancy is usually due to the quality of issue description and the design of the systems
themselves. When an issue description is of sufficiently high quality, we expect an LLM-based
Agent to be able to resolve it. Therefore, it is necessary to analyze why certain instances with
high-quality issue description are not successfully fixed by the Agent, while some instances with
low-quality issue description are resolved. Additionally, there are significant differences in the
implementation of Agent-based and non-Agent systems, and it is worth investigating the differences
in their resolution capabilities.

, Vol. 1, No. 1, Article . Publication date: November 2024.
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Approach: We will analyze the differences in the instances solved by various systems, showing how
many instances are resolved by all systems and how many instances are not solved by any system.
Then, based on the criteria proposed by Agentless[] for evaluating issue descriptions, we will score
the quality of the issue descriptions for each instance, where higher scores indicate higher-quality
issue descriptions. Subsequently, we will investigate why many high-scoring issues cannot be
resolved by any system, while some low-scoring issues can be resolved by all tools. Additionally,
we will examine the characteristics of instances that can be resolved by all Agent systems but not
by non-Agent systems, as well as those instances that can be resolved by all non-Agent systems
but not by Agent systems.

RQ2. Effectiveness of FL: How do different systems perform in Fault Localization and
what are the reasons for their differences?

Motivation: Fault localization is a crucial step in bug fixing, as the more accurately the fault is
localized, the higher the probability of successfully fixing the bug. Therefore, we need to investigate
the differences in fault localization effectiveness among different systems.

Approach: Based on the ground truth, we will compile statistics on the proportion of successfully
localized faulty files and the proportion of successfully localized faulty lines for each system in
each SWE-bench Lite instance.

RQ3. Effectiveness of Reproduction: How Bug Reproduction in Different Systems Affects
Bug Fixing Performance?

Motivation: Bug reproduction is an important step in bug fixing and an essential part of dynamic
debugging. Its role is reflected in two aspects. First, the error messages from running the bug
reproduction script can be used for fault localization. Second, the bug reproduction script can be
used to validate the final generated patch. The higher the quality of the bug reproduction script, the
more accurate information it can provide to the Agent, increasing the probability of successfully
fixing the bug. Therefore, we need to investigate the impact of bug reproduction on bug fixing.
Approach: We will compile statistics on the adoption rate of the reproduction scripts generated by
each system, providing a comparison of the impact of bug reproduction on bug fixing. Additionally,
we will analyze the cases that can only be solved with the involvement of reproduction scripts, ans
the cases that bug reproduction negatively impact bug fixing.

3.2 Data Collection

In RQ1, we design a scoring system based on the five metrics and corresponding candidate values
provided by Agentless, allowing us to evaluate the quality of different issue sets across multiple
dimensions. In RQ2, we conduct a reverse analysis of the patches generated by different tools,
thereby offering an unbiased evaluation of each tool’s performance in fault localization.In RQ3, to
determine the use of reproduction by different systems from their trajectories, we first identify
Agentless, RepoGraph+Agentless, and Gru as systems that do not support reproduction, based on
keyword matching for "reproduce” and manual analysis. Then, for the remaining four systems, we
utilize different heuristic rules to identify the construction of reproduction scripts.

4 Analysis & Results
We will sequentially present the analysis results and insights for RQ1 to RQ3.

4.1 RAQ1: Effectiveness of Systems

We analyzed the versions of cases that each of the seven tools can solve individually, as well as the
differences between the cases that each tool can resolve, as shown in Figure 1-(a). The histogram at
the top of the figure shows the number of cases each tool can resolve in SWE-bench Lite. Specifically,
ranked from lowest to highest, these are Agentless, Agentless+RepoGraph, AutoCodeRover, Alibaba
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Table 2. Issue Quality Metrics (REs indicates Reproducible Examples, and NL indicates Natutal Language).

Metrics Descriptions of Metrics Candidates Scores
This Metric indicates whether Contains REs 10.00
Quality of each issue description contains Contains Partial REs 6.67
Reproducible Examples | sufficient information to per- Info in NL 3.33
form the desired task. Not Enough Info 0.00
This metric indicates whether Exact Patch 10.00
. . Complete Steps in NL 7.50
Quality of the solutions or steps to solve _
. Some Steps in NL 5.00
Resolve Solutions the problem are already pro- .
vided in the issue description No Solution 2:50
PHOI T Nfisleading Information 0.00
. This metric indicates whether Stacktrace 10.00
Quality of ; e )
B . the issue description contains Keyword 6.67
ug Locations R
. . . the correct bug location infor- Natural Language 3.33
(File/Function/Line) . -
mation. None Information 0.00

Lingma Agent, Gru, Honeycomb, and MarsCode Agent, resolving 82, 89, 92, 99, 107, 115, and 118
cases, respectively. MarsCode Agent performs the best, achieving a 43.9% performance improvement
over Agentless and addressing 39.3% of the total 300 cases in SWE-bench Lite. Compared to the
popular APR benchmark Defects4] over the past decade, SWE-bench Lite introduces stricter usage
protocols, prohibiting participants from leveraging dynamic evaluation results generated by closely
related failing test cases as feedback information for filtering patches. This test case set can only
be utilized as a quality standard once the patch generation process has concluded. In this context,
many error localization methods based on dynamic test execution information—such as spectrum-
based and mutation-based error localization methods—cannot be used, adding further complexity
to problem detection and resolution. This strict protocol undoubtedly aligns more closely with
real-world development scenarios, where repair tools must rely almost solely on issues raised
by users and the current state of the code repository to devise solutions. Against this backdrop,
MarsCode’s ability to address 39.3% of cases underscores its advanced capabilities and utility in
real-world development environments.

In Figure 1-(a), the histogram beneath the tool names (referred to as Part-I) presents the case
versions that different tool combinations can address. Each row indicates the number of case
versions solvable by the tools marked with black dots but not by those marked with gray dots.
For instance, in the first row, only MarsCode is marked with a black dot, while the other six tools
are marked with gray dots, indicating that MarsCode can solve a unique set of 9 cases that none
of the other six tools can handle. Similarly, the seventh row demonstrates that MarsCode and
Honeycomb together can solve 5 cases that the other five tools cannot address. The final row shows
that all seven tools collectively can solve 36 cases. The following sections will analyze the statistical
findings presented in this figure from several perspectives.

Analysis of Case Solvability. Among the 300 cases in SWE-bench Lite, 168 cases are solvable
by at least one of the seven tools (representing the sum of all values in Part-II of Figure 1-(a)), while
132 cases remain unsolved by any tool (not displayed in the figure and constituting the complement
of the 168 solvable cases). Furthermore, 36 cases can be solved by all seven tools (represented by
the last row in Part-II). We hypothesize that the issue descriptions for these 36 universally solvable
cases are generally of higher quality, whereas the 132 cases that none of the tools can resolve likely
exhibit lower-quality issue descriptions. To validate this hypothesis, we conducted a significance
analysis of issue quality differences using five metrics provided by the issue quality analysis report
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where FL indicates Fault Localization.
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in Agentless, as detailed in Table 2 (with bug location represented by three metrics: file, function,
and line). For each metric, Agentless provided candidate values that represent the completeness
of information, which we listed in descending order of completeness in the third column. We
then assigned scores on a 10-point scale, uniformly distributing scores among candidate values to
facilitate further analysis. For example, for the Quality of Reproducible Examples metric, we assigned
a score of 10 points to "Contain REs" (highest information completeness), 6.67 points to "Contain
Partial REs" (moderate completeness), 3.33 points to "Info in NL", and 0 points to "Not enough
Info". While the number of candidates varied across metrics, we ensured that all metric scores
ranged from 0 to 10, allowing comparability across metrics. Notably, for the Quality of Resolve
Solutions metric, we positioned the "Misleading" candidate (where the issue description contains
misleading information) at the lowest rank, as we consider it more detrimental than "No Solution."
It is important to note that the indicators for each case have already been manually analyzed in
the open-source artifacts of Agentless. Our approach builds on this by assigning scores to each
candidate value to facilitate further analysis of issue quality.

To examine the validity of our hypothesis, we calculated the mean values for the five indicators
across two case sets: the set of 132 cases unsolved by any tool (referred to as the "No-one-resolve
Set") and the set of 36 cases solvable by all tools (referred to as the "All-resolve Set"). These results
are shown in Table 3. For each indicator, a higher score indicates that the corresponding issue
description provides more complete and detailed information. It is evident that the scores for all
five indicators are consistently higher in the All-resolve Set compared to the No-one-resolve Set.
This suggests that issue quality significantly influences the effectiveness of resolution methods,
underscoring the importance of crafting clear and comprehensive issue descriptions to improve
resolution rates from the outset.

Examining the performance details for each indicator across both case sets, the most notable
difference is observed in the Quality of Line-level Location metric, where the average score in the
All-resolve Set is 27.8 times that of the No-one-resolve Set. This indicates that, at least within the
SWE-bench Lite dataset, providing line-level location information markedly enhances the resolution
rate for repair tools. The second largest difference appears in Quality of Solution in Description, with
an average score difference of 2.13 times between the two sets, indicating that suggesting positive
modifications based on observed symptoms can also substantially aid in improving tool solvability.
This is followed by function-level and file-level location information, with score differences of 1.66
times and 1.47 times, respectively, suggesting that as the granularity of the bug location becomes
coarser, its benefit to repair tools diminishes—a finding that aligns with intuitive expectations.
Lastly, Quality of Reproducible Examples shows only a 1.1-time score difference between the two sets,
suggesting that the completeness of this indicator has a comparatively minor impact on enhancing
the solvability of repair tools.

In the above analysis, we validated our hypothesis by calculating differences across five metrics
that represent issue quality in the All-resolve Set and No-one-resolve Set, showing a clear disparity
in issue quality between cases that can be resolved and those that cannot. This reflects an overall
trend, though some outliers may exist. On one hand, we observed several high-scoring cases in the
No-one-resolve Set; we aim to investigate why, despite relatively complete information in these
issues, no tools were able to resolve them. On the other hand, we also identified some low-scoring
cases within the All-resolve Set, which may further highlight the capability of repair tools to
independently find and gather necessary information. To this end, we collected the top 5 cases
with the highest average scores across the five metrics in the No-one-resolve Set, and the 5 cases
with the lowest average scores in the All-resolve Set, as shown in Table 3.
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Table 3. Issue Quality Analysis for All-resolve Cases and No-one-resolve Cases.

Xiangxin Meng, Zexiong Ma, Pengfei Gao, and Chao Peng

Quality of

Quality of

Quality of

Quality of

Quality of

A
Case Sets Reproducible | Resolve File-level | Func-level | Line-level Ve
. . . . Scores
Examples Solutions | Locations | Locations | Locations
No-one-resolve
6.46 2.67 2.95 1.67 0.05 2.76
Set (132 cases)
All-resolve Set 7.22 5.69 435 2.78 139 4.29
(36 cases)
All-resolve Set / 110% 213% 147% 166% 2780% 155%

No-one-resolve Set

Table 4. Scores of 5 top-ranked cases in No-one-resolve Set and 5 bottom-ranked cases in All-resolve Set.

No-one-resolve Set

Scores of Scores of | Scores of | Scores of | Scores of Avg

Case IDs Reproducible | Resolve | File-level | Func-level | Line-level

. . . . Scores

Examples Solutions | Locations | Locations | Locations
scikit-learn-25747 10 2.5 10 10 0 6.5
seaborn-3407 10 2.5 10 10 0 6.5
django-15202 6.67 5 10 10 0 6.33
scikit-learn-10508 10 5 10 6.67 0 6.33
django-13660 3.33 7.5 10 10 0 6.17

All-resolve Set

django-12497 3.33 7.5 0 0 0 2.17
django-11133 3.33 2.5 6.67 0 2.5
pytest-7432 3.33 2.5 3.33 3.33 0 2.5
pytest-5692 3.33 2.5 6.67 0 2.5
django-16046 6.67 2.5 3.33 0 0 2.5

For each case, we examined the execution trajectories generated by seven tools to analyze the
reasons they could or could not resolve the respective cases. Due to space limitations, we present
only the more commonly observed findings across the seven methods:

scikit-learn-25747: Most methods successfully extracted relevant files, functions, and even fine-
grained code snippets containing the error line as a set of suspicious elements for fault localization.
This is largely because the issue provided a high-quality description with file- and function-level
localization, scoring a 10. However, the main reason for the failure to resolve this case lies in the
excessive number of suspicious elements identified by the fault localization module (as each call
node in the stack trace tends to be included). The actual error location is deeply embedded within
the stack trace, making it challenging to prioritize among the top-ranked elements. This issue tests
the model’s ability to infer the relationship between the observed symptoms and the root cause
of the error, where the model’s reasoning capabilities remain limited. Additionally, the issue title
references a code element associated with the observed error symptom (i.e., the entry point in
the stack trace). As the title is a summary of the issue, it naturally draws more attention from the
model, further reinforcing the impression that this element caused the error. Meanwhile, in the
subsequent repair phase, tools are constrained by the time and cost associated with large-model
calls to generate repair suggestions. Resources may be fully exhausted on the first suspicious
location, thus limiting opportunities to address subsequent ones.

seaborn-3407: The reason it remains unresolved is nearly identical to that of scikit-learn-25747.
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django-15202: The reason it remains unresolved is nearly identical to that of scikit-learn-25747.

scikit-learn-10508: This issue requires consistent modifications at two locations to be resolved.
We observed that many tools successfully identified and repaired one location while neglecting the
other. In fact, the two required modification points are in close proximity, within the same function
and only about 10 lines apart. However, due to current limitations in assessing the completeness of
fixes, tools tend to favor generating an ostensibly reasonable solution. Once it passes their designed
validation processes—such as using a self-reflective agent to critique the patch’s plausibility or
generating plausible reproduction scripts to verify the model-generated patch—the tools often
finalize the patch and conclude the resolution process. At present, models demonstrate limited
capacity for assessing the completeness of patches in response to issues. Semantic relationships
between multiple related modifications that may be overlooked during patch generation are also
challenging to detect in subsequent self-reflection phases.

django-13660: The primary reason this issue remains unresolved is due to a misleading solution
provided within the issue description. Specifically, the issue description suggests the following
fix: “exec should be passed a dictionary containing a minimal set of globals. This can be done by
just passing a new, empty dictionary as the second argument of exec” Many tools adhered to this
recommendation, generating patches based on it, primarily modifying “exec(options[’command’])”
to “exec(options[’command’], )”, which aligns with the solution suggested in the issue. However,
the actual patch replaces the statement with “exec(options[’command’], globals())”, which differs
in code semantics from the suggested fix (as shown in the following code box). In the Agentless
report, the Quality of Resolve Solution metric received a score of “Complete steps in NL” (7.5 points
in Table 4) rather than a “Misleading” score (0 points). We speculate that this may have been an
oversight in manual analysis.

, Vol. 1, No. 1, Article . Publication date: November 2024.



12 Xiangxin Meng, Zexiong Ma, Pengfei Gao, and Chao Peng

Comparison of the Generated Patch Candidate and the Human-written Patch.
The Patch Candidate Generated by Gru

1 diff --git a/django/core/management/commands/shell.py

b/django/core/management/commands/shell.py
2 --- a/django/core/management/commands/shell.py
3 +++ b/django/core/management/commands/shell.py
, @@ -84,13 +84,13 @@ def python(self, options):
5 def handle(self, *xoptions):
6 # Execute the command and exit.

if options['command']:

5 = exec(options['command'])
9 + exec(options['command'], {3})
10 return

The Human-written Patch (Ground Truth)

1 diff --git a/django/core/management/commands/shell.py
b/django/core/management/commands/shell.py
2> --- a/django/core/management/commands/shell. py
s +++ b/django/core/management/commands/shell.py
, @@ -84,13 +84,13 @@ def python(self, options):
5 def handle(self, *xoptions):
6 # Execute the command and exit.
if options['command']:
g - exec(options['command'])
9 + exec(options['command'], globals())
10 return

Insights(1)-(2): Overall, we derive two key insights from the above case analyses: (1)
Enhancing the large model or agent’s understanding of root causes is crucial. The model’s
understanding should extend beyond the location where the issue occurs (i.e., the symptoms)
and include deeper reasoning about the relationship between multiple suspicious locations
in the issue title or stack trace and the root cause. This would help prioritize the root
cause location more effectively. (2) Improving the large model or agent’s ability to generate
patches for related locations and to verify patch completeness offers a feasible approach to
further enhance issue resolution effectiveness from a holistic perspective.

The above analysis pertains to the five highest-scoring cases within the No-one-resolve Set. Next,
we will analyze the five lowest-scoring cases within the All-resolve Set.

django-12497: Although this case’s issue description does not provide any granular bug location
information, it does offer a high-quality solution. Repair tools, based on this solution, progressively
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localized the bug down to the file, function, and line levels, ultimately reusing the suggested solution
to generate a correct patch. In relation to the conclusions drawn from Table 3, as the impact of the
completeness of these five metrics on issue resolution varies, cases with an equivalent total score
but concentrated on more relevant metrics (e.g., line-level location and resolve solution) are likely
to be easier to resolve.

django-11133: The patch candidate provided is in a different location within the same file as the
manually crafted patch, but it also passes the failed tests. Thus, after the issue provided high-quality
file-level bug localization information (6.67 points), the absence of function- and line-level location
information does not appear to be critical. However, it is also important to note that passing failed
tests does not always equate to generating a semantically correct patch, as discussed in Section 6.

pytest-7432: The patch candidate is situated in a different location within the same function
as the manually created patch, but it too passes the failed tests. After providing partial file- and
function-level localization information (each scoring 3.33 points), the lack of line-level information
does not seem to be a significant limitation.

pytest-5692: Although the issue only provides file-level bug location information, repair tools
effectively refined the location through iterative understanding of the issue, eventually pinpointing
the bug’s line-level location and producing a correct patch. This indicates that the model and
agent possess strong capabilities for identifying relevant information, capable of comprehending
the problem described in natural language and extracting high-relevance code segments through
multiple rounds of iteration.

django-16046: The reasons for its resolution are nearly identical to those of django-11133.

Insights(3)-(5): Overall, we derive three insights from the above case analyses: (3) Due to
the varying impact of the completeness of these five metrics on issue resolution, cases with
the same total score but concentrated in more relevant metrics (e.g., line-level location and
resolve solution) tend to be easier to resolve. (4) The manually crafted patch may not be the
only solution to the issue; multiple resolution strategies may exist. The model may attempt
to generate a semantically correct or partially correct patch based on the suspicious locations
already highlighted in the issue. (5) Large models and agents demonstrate strong capabilities
for discovering relevant information. They can deeply analyze the natural language issue
description, iteratively extracting high-relevance code segments over multiple interactions.

As shown in Figure 1, we found significant differences between Agent and non-Agent systems
in solving cases. Therefore, we analyzed the differences between cases that can only be solved
by the Agent system and those that can only be solved by the non-Agent system. We analyzed
two cases that could only be solved by Agentless, specifically django-11422 and sympy-24909.
In django-11422, the Agent system identified three locations to make repairs, but bypassed the
correct repair location in the golden patch, iter_all_python_module_files(), during the fix.
On the other hand, Agentless only selected the location of the golden patch during localization,
hence it correctly fixed the issue. The following figure shows the response of the two systems when
selecting repair locations.
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Comparison of MarsCode Agent and Agentless
MarsCode Agent

Thank you for providing the iter_all_python_module_files() implementation.
It appears that this function only iterates through loaded Python modules, which
means manage . py is not included since it’s not imported as a module.

Thought: The issue is that manage. py is not being added to the list of watched files.
We need to explicitly add it to the extra_files set in the reloader. Let’s modify
the runserver command to add manage. py to the watched files.

To fix this, we need to ensure that the manage. py file is included in the list of files
to be watched. We can do this by modifying the iter_all_python_module_files
function to include the manage. py file explicitly.

In sympy-24909, we also observed that both Agent and non-Agent systems identified the correct
faulty location, the function Prefix.__mul__. However, the LLM was not confident about how to
fix the bug. Because the Agent system lacked sampling, it directly generated an incorrect patch. On
the other hand, Agentless performed 42 samples and chose the patch that appeared most frequently,
resulting in the correct modification.

The instance django-12453 is an example that all Agent systems can solve but Agentless cannot.
We observed that the Agentless patch is very close to the ground truth, only missing the import
of the relevant module. The Agent, through multiple rounds of dialogue and tool invocation, can
detect the missing dependencies, whereas Agentless merely generates the code block and cannot
compensate for the missing dependencies.

Insights(6)-(8): (6) The Agent system may fail to complete the repair due to an inability to
select the correct repair location among multiple candidates. (7) Additionally, the lack of
sampling in the Agent system leads to low diversity in the results, causing failure in repairs.
(8) Non-Agent systems, on the other hand, may produce syntactically incorrect patches
because they lack multi-turn dialogues and tool invocation.

4.2 RQ2: Effectiveness of FL

Fault localization is a critical step in resolving issues; only when the faulty code element is accu-
rately identified can the model generate a semantically correct patch. In this RQ, we examine the
effectiveness of seven methods in fault localization. As some tools’ run trajectories lack explicit
fault localization results or provide insufficient localization granularity—offering bug location
information only at the file level, without finer-grained function or line-level details—we use the
modified files and line information in the final submitted patch as a reference to fairly assess each
tool’s localization capability. Specifically, we downloaded the final patch set submitted for each
tool’s benchmark on the SWE-bench Lite website, then parsed the formatted patch files. From the
perspective of the files pre-modification (pre-patch code files), we recorded the files and lines that
were modified. We applied the same processing to the manually crafted patches (ground truth).
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After obtaining the above processed data, we created Figure 1b and Figure 1c to illustrate the
hit rate of fault localization at the file and line levels, respectively. The meaning of the different
modules in the figures is similar to Figure 1a, except that the latter is oriented towards the issue
resolve task. For the file-level localization task, since cases in SWE-bench Lite only modify one file
(the ground truth file), but repair tools are not limited to a single file in generating patches, we
consider it a file hit if the patch file set contains the ground truth file. For line-level localization, we
define a hit as an overlap between the lines modified in the patch and the ground truth line.

Based on this definition of a hit, we investigated the localization performance of the seven tools. As
shown in Figure 1a, MarsCode Agent performs best on the file-level localization task, successfully
localizing 239 cases. It is followed by Alibaba Lingma Agent, Gru, Agentless+RepoGraph, Au-
toCodeRover, Honeycomb, and finally Agentless, which successfully localized 206 cases. MarsCode
Agent shows a 16.0% improvement over Agentless. As the highest and lowest-ranking tools in the
issue resolve task, MarsCode Agent and Agentless demonstrate a smaller performance gap of 43.9%
in the issue resolve task, which is much larger than their difference in file-level localization perfor-
mance. Additionally, Agentless+RepoGraph, another representative of non-agent systems, ranks
fourth in file-level fault localization but sixth in the issue resolve task. These comparisons indicate
that the file-level localization task is generally simpler than the subsequent patch generation task.
Moreover, agent-based repair methods like MarsCode Agent show more strength in subsequent
patch generation optimization.

However, we encountered an unexpected result: Honeycomb, the second-best tool in the issue
resolve task (with minimal gap from MarsCode), performs poorly in file-level localization, ranking
sixth, with only two more hits than the lowest-ranking Agentless. To investigate this further,
we examined the tools’ performance in line-level localization. As shown in Figure 1c, MarsCode
remains the best method, while Honeycomb ranks a close second, trailing by only two hits. This
suggests that although Honeycomb performs poorly in file-level localization, it has a relatively
high hit rate for faulty lines within the located file (137/208 = 65.9%). Therefore, strong line-level
localization performance is the main reason Honeycomb resolves a larger number of issues. This
further suggests that line-level localization results are more closely associated with the subsequent
patch generation process than file-level results. Improving fine-grained line-level localization may
thus be key to enhancing end-to-end repair effectiveness, aligning with our conclusions based
on Table 3 (i.e., the line-level location metric shows the most significant difference between the
All-resolve Set and No-one-resolve Set).

Overall, three key insights can be derived from the above analysis: (1) Existing methods have
achieved relatively strong performance in file-level fault localization, but there remains room
for improvement in line-level localization tasks. (2) Finer-grained line-level localization results
are more closely correlated with end-to-end issue resolution. When erroneous code lines can be
accurately identified by a tool, the generation of a correct patch becomes more feasible.

Insights(9)-(10): Overall, two key insights can be derived from the above analysis: (9)
Existing methods have achieved relatively strong performance in file-level fault localization,
but there remains room for improvement in line-level localization tasks. (10) Finer-grained
line-level localization results are more closely correlated with end-to-end issue resolution.
When erroneous code lines can be accurately identified by a tool, the generation of a correct
patch becomes more feasible.
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Table 5. Reproduction Statistics of Leading LLM-based Bug Fixing Systems on SWE-Bench Lite. #Resolved
refers to the number of successfully resolved issues, #(Reproduced&Resolved) refers to the number of issues
that were successfully resolved and involved bug reproduction during the resolution. %(Reproduced&Resolved)
refers to #(Reproduced&Resolved) / #Resolved.

System Name Type Reproducer #Resolved #(Reproduced&Resolved) %(Reproduced&Resolved)
MarsCode Agent v 118 83 70.3
Honeycomb Commercial v 115 115 100
Gru X 107 0 0
Alibaba Lingma Agent v 99 12 12.1
AutoCodeRover v 92 39 424
Agentless + RepoGraph | Open Source X 89 0 0
Agentless X 82 0 0

4.3 RQ3: Effectiveness of Reproduction

We analyzed the trajectories of the seven systems evaluated on SWE-Bench-Lite, examining the use
of reproduction in different systems and analyzing some typical cases to gain a deeper understanding
of the impact of reproduction on bug fix success rates, as well as the challenges reproduction faces
in current systems. Table 5 presents the statistics on reproduction usage across different systems.
The systems Gru, Agentless, and Agentless+RepoGraph do not include a reproduction module,
while Marscode Agent, Honeycomb, Alibaba Lingma Agent, and AutoCodeRover all employ a
reproduction module, and in the successfully fixed bugs, they perform bug reproduction for 70.3%,
100%, 12.1%, and 42.4% of the issues, respectively. Marscode Agent, Alibaba Lingma Agent, and
AutoCodeRover decide whether to perform bug reproduction based on the issue, opting for static
analysis for bugs that are difficult to reproduce. Honeycomb, on the other hand, requires the LLM
to attempt bug reproduction for all issues.

Through an analysis and comparison of the trajectories of different systems, we found that
reproduction can provide additional information for defect localization when issue information is
lacking, and it helps verify the accuracy of generated candidate patches. Our trajectory analysis
revealed that among the 168 issues resolved by at least one system, 24 issues could only be solved
using reproduction. These 24 instances generally had brief textual descriptions that only briefly
outlined the bug conditions, making defect localization challenging based on the text alone. Of
these, 20 instances included code snippets in the issue description to help understand the bug.
For example, in sympy-15346, the issue contains only a brief textual description followed by
an example of the bug. Locating the defect based solely on the text was challenging. Marscode
Agent implemented a bug reproduction script based on the example in the issue and gradually
identified the defect location based on the reproduction results, eventually generating the correct
patch. Notably, during trajectory analysis, we observed that Marscode Agent initially struggled
to pinpoint the defect location when running the reproduction script. It then attempted to print
intermediate variables at different points in the script, and it successfully identified the defect
location by analyzing the outputs during execution. This further demonstrates the advantage of
the autonomy of agent-based systems in bug fixing.

Although reproduction could provide additional information and verify the correctness of
candidate patches, it does not always improve the success rate of bug fixing. For instance, in
django-11422, the "Autoreloader” mentioned in the issue description directly points to the file
autoreload.py. By using information such as "track changes” from the issue, Agentless accurately
located the code snippet needing modification and generated the correct patch. However, systems
like Marscode Agent and Honeycomb, which performed bug reproduction, was distracted by the
reproduction information. The reproduction diverted the LLM’s attention away from the issue
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description, leading to incorrect localization of the defect cause and ultimately failing to produce
the correct patch.

Insights(11)-(12): (11) Reproduction can provide additional information for defect localiza-
tion when issue information is lacking and help verify the accuracy of generated candidate
patches. (12) When the issue description is already clear and precise, reproduction may
mislead the LLM’s judgment, reducing its focus on the issue description.

5 Discussion
5.1 Large Language Model

From the LLM perspective, it is necessary to further enhance the model’s reasoning ability so that
it can accurately identify information related to the bug within the issue, thereby reducing the
interference of noise. Additionally, for multiple potential repair locations, the model should utilize
its reasoning capability to select the location most relevant to the issue.

5.2 Agentic Flow

From the Agentic flow perspective, agents should especially focus on the quality of the issue and pay
attention to multiple suspicious locations in the stack trace. The Agentic flow design should include
mechanisms to check the completeness of patches and consider the global impact of the fixes.
During the use of the model, mechanisms should be established to either avoid the randomness of
the model’s output or make full use of the diversity in the model’s output.

In fault localization, the accuracy of line-level localization is more important than file-level, as
the discovery space at the line level is larger, necessitating finer-grained localization results. During
the reproduction process, it is crucial to strengthen the determination of the correctness of the
reproduction, as an incorrect reproduction can lead to the failure of the entire solving process.

6 Threats to Validity

Fail-to-Pass Tests: SWE-bench uses Fail-to-Pass (F2P) tests to verify the correctness of generated
patches. However, F2P tests may not be comprehensive, allowing a patch to pass F2P and be deemed
correct without fully addressing the user’s issue. This is a common problem in the field of APR as
well as in LLM evaluation based on unit tests [25]. In this context, we assume that a patch is correct
as long as it passes the F2P test cases. We also call for contributions from the academic community
to improve the test cases in the SWE-bench evaluation dataset to make the evaluation results more
reliable.

Uncertainty of LLM: The output of LLMs is stochastic, leading to a probabilistic nature for
whether an instance is solved. In this work, we directly analyzed the patches and trajectories
submitted by various systems, assuming that the results submitted to SWE-bench represent the
best performance of the Agent. Furthermore, conducting multiple experiments for each system to
eliminate stochasticity is impractical in terms of both cost and accessibility.

7 Related Work

In this section, we discuss basic concepts of large language models and their application on software
engineering tasks, especially for fault localization and automated program repair. We also discuss
recent advances in LLM-based agents for software engineering.
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7.1 Large Language Models

Large language models (LLMs) are highly advanced pre-trained language models. These models
undergo initial unsupervised training on vast amounts of corpus, followed by fine-tuning for
specific tasks to enhance performance. In natural language processing (NLP), LLMs have been
extensively applied to various tasks such as machine translation [42, 56], text summarization [58],
and classification [30].

Language models are classified into three categories based on their architecture: encoder-only
models [9], decoder-only models [34], and encoder-decoder models [40]. Most existing LLMs
for code utilize the transformer architecture’s encoders, known for their exceptional learning
capabilities and scalability. Regardless of their architecture, most models can be fine-tuned with
task-specific data to enhance performance [23].

Large language models (LLMs) have become a promising choice for various software engineer-
ing tasks due to their impressive performance in both code generation and understanding [53].
Researchers and developers have applied LLMs to several software engineering tasks, such as
program synthesis [25, 41, 43, 44, 62], code translation [54, 55], program repair [12, 24, 50], fault
detection and localization [8, 37], incident analysis [5, 7], code summarization [10] and testing [38].
For example, Codex [6], StarCoder [27], and DeepSeek-Coder [61] are notable code-specific LLMs
developed through extensive training on large datasets of open-source code snippets. Additionally,
instruction-following code-specific LLMs such as DeepSeek-Coder-Instruct [61] and Magicoder [46]
have been created using instruction-tuning methods to enhance their utility in coding tasks.

7.2 Fault Localization

Fault localization (FL) [47] techniques aim to discover and analyze the location and causes of faults,
which can be categorized into dynamic and static approaches. Dynamic FL techniques, such as
spectrum-based fault localization (SBFL) [3, 4] and mutation-based fault localization (MBFL) [36],
analyze the dynamic execution information of a program to determine fault locations, though
they are resource-intensive. Static FL techniques [29] determine fault locations through semantic
or syntactic analysis at the bug report or source code level, offering fast detection with low
resource consumption. Advanced FL techniques, such as multiple fault localization (MFL) and
combined dynamic and static methods, have emerged to guide APR tools in finding and fixing more
errors [15, 32, 51].

7.3 Automated Program Repair

Automated program repair (APR) [19] has attracted significant attention over the past decade. APR
techniques aim to generate patches for buggy programs to pass given test suites. These techniques
can be categorized into search-based [20, 31], semantics-based [16, 17, 33], and pattern/learning-
based approaches [21, 22, 57]. Search-based APR techniques like GenProg [18] use predefined code
mutation operators to generate patches, while semantics-based APR techniques generate patches by
solving repair constraints based on test suite specifications. Learning-based APR techniques, such
as those utilizing deep learning models, train on large code repositories to predict correct patches.
Recent work has shown the use of LLMs for APR, often focusing on constructing APR-specific
prompts to guide LLMs in generating patches for buggy program statements [50].

7.4 Agents for Software Development

The emergence and popularity of agent-based frameworks have led to the development of agent-
based approaches for solving software engineering tasks. Devin and its open-source counterpart
OpenDevin [45] are among the first end-to-end LLM agent-based frameworks. These frameworks
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use agents for planning based on user requirements and enable agents to iteratively perform tasks
using tools like file editors, terminals, and web search engines. SWE-agent [52], for example, de-
signs a custom agent-computer interface (ACI) allowing LLM agents to interact with the repository
environment through actions such as reading, editing files, and running bash commands. Au-
toCodeRover [59] provides LLM agents with specific APIs to effectively identify locations needing
modification to resolve issues. Numerous other agent-based approaches have been developed, both
in open-source and commercial products.

8 Conclusion

In this paper, we analyzed the top 4 commercial systems and the top 3 open-source systems on SWE-
bench Lite. We conducted detailed analyses of the performance of LLM-based Agents in automatic
bug fixing for code repositories, the performance of different systems in Fault Localization, and their
performance in Reproduction. The analysis results indicate that to further enhance the capabilities
of LLM-based Agents in bug fixing, future efforts should focus on improving the reasoning ability
of LLMs. Additionally, attention should be given to the Agentic flow design, considering the quality
of issues, stack traces, and the correctness of reproductions.

Data availability

All raw data comes from the official SWE-bench experiment repository: https://github.com/swe-
bench/experiments/
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